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A one-day training course for auditors who wish to learn how to use basic forensic techniques to 

supplement their existing auditing processes. This is a hands on course with lots of practical exercises to 

demonstrate the learning points. The candidates will learn basic forensic techniques to forensically extract 

and preserve data and how to correctly handle electronic evidence. The candidates will also learn how to 

identify installed software, programs that have been executed on the system, extract historical 

information from system files and identify hidden user activity. 

Course Level: The course is aimed at auditors who wish to learn how to use basic forensic techniques 

to supplement their existing audit processes. No previous experience is required.  

Who should attended: IT Auditor  

Course Location: Bangkok Business Center Building (Sukhumvit 63 or Soi Eakkamai ) 

Time: 09:00 AM to 16:00 PM 

Course Cost: 9,950 Baht (Not include vat) Included Manual ,Coffee Break & Lunch 

Course Content 

 Introduction
 Define Digital Forensics
 Legal Consideration
 Evidence Handling & Chain of Custody
 How Courts Assess the Integrity of

Digital Evidence
 Good Practice Guidelines for Digital

Evidence
 The Four Principles of Computer

Based Evidence
 Forensic Acquisitions

 Forensic Acquisition Tools

 Windows Registry
 Identifying Installed Software
 Volume Shadow Copies
 Identifying Executed Programs
 Link File Analysis
 USB Forensics
 Searching the Registry
 Event Logs
 Summary

Further Information 

For further information or IN-HOUSE TRAINING please contact Orion 

Forensics . Email: smith.na@orioninv.co.th  

http://www.orioninv.co.th/en/+6627143801
mailto:forensics@orionforensics.com

